SERVICIO DE INTENDENCIA DEL EJERCITO

Instructivo de configuracion del
doble factor de autenticacion en
sito Web Consultas
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1- Ingrese a consultas.sie.mil.uy e inicie sesidon con su usuario y
contrasena.

] A No seguro  consultas.sie.mil.uy

W¢ = INGRESAR
X | Usuario
& | Clave

Mo recuerda su clave? Ingrese aqui Ingresar

DESCARGAR MANUAL EN PDF
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2- A continuacidn nos solicitara activar el doble factor de autenticaciéon de
forma obligatoria.

OBLIGATORIO — Autenticacion de Multifactor {2FA)

Conforme a la Politica de Implementacion de Autenticacion Multifactor en
Sistemas Informaticos del Ejército Nazianal.

2) @ Ing ta “clave de r enls s

WQUHUVZTETWVQTZE

Ingress o cidigo de @ digitos penerado en Google Authenticator:

Activar 2FA

Tel. 23571620 / int. 223 Departamento de Informatica




3- A continuacidon se debera descargar en su dispositivo movil (desde la
AppStore para Apple o PlayStore para Android) la App llamada Google
Authenticator.

OBLIGATORIO - Autenticacion de Multifactor (2FA)

Conforme a |a Politica de Implementaciin de Autenticacion Multifactor en
Sistemas Informaticos del Ejércite Nacional.

2) @ Ing ta “clave de r enls s

WQUHUV2ZTBETWVGQT2B

Ingress o cidigo de @ digitos penerado en Google Authenticator:

Activar 2FA
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4- Una vez descargado Google Authenticator deberemos escanear el cédigo
QR o Ingresar manualmente la “Clave de Configuracién” en el mismo.

OBLIGATORIO - Autenticacion de Multifactor (2FA)

Conforme a |a Politica de Implementaciin de Autenticacion Multifactor en
Sistemas Informaticos del Ejércite Nacional.

2) @ Ing ta “clave de r enls s

WQUHUV2ZTBETWVGQT2B

Ingress o cidigo de @ digitos penerado en Google Authenticator:

Activar 2FA
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5- En este punto debera abrir la App .

Google Authenticator y realizar los
siguientes pasos.

= l':n_-ar_:-qh_-..ﬁ.l_l‘."':r_'n'.-::.:_:tr_::

5 A — Abrir Google Authenticator, iniciar
con su cuenta de Google y escanear el
codigo QR generado previamente o
también podra “Introducir la clave de
configuracion” manualmente.
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5 B — Ingresar un nombre para su cuenta y

en donde dice "Tu llave”, digitar el cddigo e
AZUL que nos di6 de la pagina
anteriormente.

4 Intreduce los detalles de la cuents

5 C — Recordar el codigo temporal de 6
digitos que nos brindo la App y volver a la
pagina para completar el registro y finalizar
YRS S la configuracion.

K3ZIBSEGRZT"
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6- Una vez que tengamos el cdédigo temporal de 6 digitos, volveremos a la
pagina, lo escribiremos y daremos click en Activar 2FA.

OBLIGATORIO - Autenticacion de Multifactor (2FA)

Conforme a |a Politica de Implementacién de Autenticacion Multifactor en
Sistemas Informaticos del Ejeército Nacional.

2) @ Ing ta “clave da r enlaa

WQUHUV2ZTBETWVGQT2B

Ingress o cadigo de 8 digitos penerado en Google Authenticator:

Activar 2FA
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7- Cada vez que se ingrese deberd hacerlo con su usuario, clave y cédigo de 6
digitos generado en Google Authenticator.

Si usted llegd hasta aqui significa que ya
configurd |a autenticacion de 2FA.

Debe ingresar a |3 aphcacion "Google
Autenticator” desde su celular e ingresar &l
codigo de 6 digitos que s= le generd.
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